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Nuclear Regulatory Commission § 25.21 

processing that are submitted to the 
NRC for processing must be accom-
panied by a check or money order, pay-
able to the United States Nuclear Reg-
ulatory Commission, representing the 
current cost for the processing of each 
‘‘Q’’ and ‘‘L’’ access authorization, or 
renewal request. Applicants shall cal-
culate the access authorization fee ac-
cording to the stated formula {OPM 
rate + [(OPM rate × 11.6%), rounded to 
the nearest dollar] = NRC access au-
thorization fee} and with reference to 
the table in Appendix A to this part. 

(3) Certain applications from individ-
uals having current Federal access au-
thorizations may be processed more ex-
peditiously and at less cost, since the 
Commission, at its discretion, may de-
cide to accept the certification of ac-
cess authorization and investigative 
data from other Federal Government 
agencies that grant personnel access 
authorizations. 

[62 FR 17687, Apr. 11, 1997, as amended at 68 
FR 62512, Nov. 5, 2003] 

EFFECTIVE DATE NOTE: At 69 FR 74953, Dec. 
15, 2004, § 25.17 was amended by revising para-
graph (a), effective Feb. 28, 2005. For the con-
venience of the user, the revised text is set 
forth as follows: 

§ 25.17 Approval for processing applicants 
for access authorization. 

(a) Access authorizations must be re-
quested for licensee employees or other per-
sons (e.g., 10 CFR part 2, subpart I) who need 
access to classified information in connec-
tion with activities under 10 CFR Parts 50, 
52, 54, 60, 63, 70, 72, or 76. 

* * * * * 

§ 25.19 Processing applications. 
Each application for an access au-

thorization or access authorization re-
newal must be submitted to the CSA. If 
the NRC is the CSA, the application 
and its accompanying fee must be sub-
mitted to the NRC Division of Facili-
ties and Security. If necessary, the 
NRC Division of Facilities and Secu-
rity may obtain approval from the ap-
propriate Commission office exercising 
licensing or regulatory authority be-
fore processing the access authoriza-
tion or access authorization renewal 
request. If the applicant is disapproved 
for processing, the NRC Division of Fa-
cilities and Security shall notify the 

submitter in writing and return the 
original application (security packet) 
and its accompanying fee. 

[64 FR 15648, Apr. 1, 1999] 

§ 25.21 Determination of initial and 
continued eligibility for access au-
thorization. 

(a) Following receipt by the CSA of 
the reports of the personnel security 
investigations, the record will be re-
viewed to determine that granting an 
access authorization or renewal of ac-
cess authorization will not endanger 
the common defense and security and 
is clearly consistent with the national 
interest. If this determination is made, 
access authorization will be granted or 
renewed. If the NRC is the CSA, ques-
tions as to initial or continued eligi-
bility will be determined in accordance 
with part 10 of chapter I. If another 
agency is the CSA, that agency will, 
under the requirements of the 
NISPOM, have established procedures 
at the facility to resolve questions as 
to initial or continued eligibility for 
access authorization. These questions 
will be determined in accordance with 
established CSA procedures already in 
effect for the facility. 

(b) The CSA must be promptly noti-
fied of developments that bear on con-
tinued eligibility for access authoriza-
tion throughout the period for which 
the authorization is active (e.g., per-
sons who marry subsequent to the com-
pletion of a personnel security packet 
must report this change by submitting 
a completed NRC Form 354, ‘‘Data Re-
port on Spouse’’ or equivalent CSA 
form). 

(c)(1) Except as provided in paragraph 
(c)(2) of this section, an NRC ‘‘Q’’ ac-
cess authorization must be renewed 
every five years from the date of 
issuance. Except as provided in para-
graph (c)(2) of this section, an NRC ‘‘L’’ 
access authorization must be renewed 
every ten years from the date of 
issuance. An application for renewal 
must be submitted at least 120 days be-
fore the expiration of the five-year pe-
riod for a ‘‘Q’’ access authorization and 
the ten-year period for an ‘‘L’’ access 
authorization, and must include: 

(i) A statement by the licensee or 
other person that the individual con-
tinues to require access to classified 
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National Security Information or Re-
stricted Data; and 

(ii) A personnel security packet as 
described in § 25.17(d). 

(2) Renewal applications and the re-
quired paperwork are not required for 
individuals who have a current and ac-
tive access authorization from another 
Federal agency and who are subject to 
a reinvestigation program by that 
agency that is determined by the NRC 
to meet the NRC’s requirements. (The 
DOE Reinvestigation Program has been 
determined to meet the NRC’s require-
ments.) For these individuals, the sub-
mission of the SF–86 by the licensee or 
other person to the other Government 
agency pursuant to their reinvestiga-
tion requirements will satisfy the 
NRC’s renewal submission and paper-
work requirements, even if less than 
five years have passed since the date of 
issuance or renewal of the NRC ‘‘Q’’ ac-
cess authorization, or if less than 10 
years have passed since the date of 
issuance or renewal of the NRC ‘‘L’’ ac-
cess authorization. Any NRC access au-
thorization continued in response to 
the provisions of this paragraph will, 
thereafter, not be due for renewal until 
the date set by the other Government 
agency for the next reinvestigation of 
the individual pursuant to the other 
agency’s reinvestigation program. 
However, the period of time for the ini-
tial and each subsequent NRC ‘‘Q’’ re-
newal application to the NRC may not 
exceed seven years or, in the case of an 
NRC ‘‘L’’ renewal application, twelve 
years. Any individual who is subject to 
the reinvestigation program require-
ments of another Federal agency but, 
for administrative or other reasons, 
does not submit reinvestigation forms 
to that agency within seven years for a 
‘‘Q’’ renewal or twelve years for an ‘‘L’’ 
renewal of the previous submission, 
shall submit a renewal application to 
the NRC using the forms prescribed in 
§ 25.17(d) before the expiration of the 
seven-year period for a ‘‘Q’’ renewal or 
twelve-year period for an ‘‘L’’ renewal. 

(3) If the NRC is not the CSA, re-
investigation program procedures and 
requirements will be set by the CSA. 

[62 FR 17688, Apr. 11, 1997, as amended at 64 
FR 15648, Apr. 1, 1999] 

§ 25.23 Notification of grant of access 
authorization. 

The determination to grant or renew 
access authorization will be furnished 
in writing to the licensee or organiza-
tion that initiated the request. Upon 
receipt of the notification of original 
grant of access authorization, the li-
censee or organization shall obtain, as 
a condition for grant of access author-
ization and access to classified infor-
mation, an executed ‘‘Classified Infor-
mation Nondisclosure Agreement’’ 
(SF–312) from the affected individual. 
The SF–312 is an agreement between 
the United States and an individual 
who is cleared for access to classified 
information. An employee issued an 
initial access authorization shall exe-
cute a SF–312 before being granted ac-
cess to classified information. The li-
censee or other organization shall for-
ward the executed SF–312 to the CSA 
for retention. If the employee refuses 
to execute the SF–312, the licensee or 
other organization shall deny the em-
ployee access to classified information 
and submit a report to the CSA. The 
SF–312 must be signed and dated by the 
employee and witnessed. The employ-
ee’s and witness’ signatures must bear 
the same date. The individual shall 
also be given a security orientation 
briefing in accordance with § 95.33 of 
this chapter. Records of access author-
ization grant and renewal notification 
must be maintained by the licensee or 
other organization for three years after 
the access authorization has been ter-
minated by the CSA. This information 
may also be furnished to other rep-
resentatives of the Commission, to li-
censees, contractors, or other Federal 
agencies. Notifications of access au-
thorization will not be given in writing 
to the affected individual except: 

(a) In those cases when the deter-
mination was made as a result of a Per-
sonnel Security Hearing or by a Per-
sonnel Security Review Panel ; or 

(b) When the individual also is the of-
ficial designated by the licensee or 
other organization to whom written 
NRC notifications are forwarded. 

[62 FR 17688, Apr. 11, 1997, as amended at 64 
FR 15648, Apr. 1, 1999] 
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